# CS 305 Project One

## Document Revision History

| **Version** | **Date** | **Author** | **Comments** |
| --- | --- | --- | --- |
| **1.0** | **12/1/2024** | **Cole Flournoy** | **-** |

## Client

![Artemis Financial Logo](data:image/png;base64,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)

## Developer

Cole Flournoy

**1. Interpreting Client Needs**

As a financial company, secure communications are non-negotiable for Artemis Financial. Although secure communication is important in every software application, in this industry extra care needs to be taken, because companies in the financial sector are targeted more frequently than those in other industries (Pryimenko, 2024). One way to measure the value of this security is in dollars. A 2024 IBM report showed that the average cost of a data breach in the financial services sector is $4.45 million (Sobers, 2024). Customer trust is harder to measure but also very important for a financial services company.

Because Artemis Financial deals with client’s investment accounts, there are specific regulations from the Securities and Exchange Commission (SEC) and Financial Industry Regulatory Authority (FINRA) that must be followed to protect the customers’ information from unauthorized access (Federal Cybersecurity and Data Privacy Laws Directory, 2024). There may also be international transactions for clients who use Artemis Financial to invest in markets outside of the United States. The company will need to follow the regulations of all countries involved in the transaction.

One of the top security threats for financial services platforms is phishing, or manipulating users or employees into providing their login credentials for the application (Kost, 2024). Phishing for employee credentials can be especially dangerous, because a 2021 report showed that for the majority of financial services companies (64%), there were over one thousand sensitive files that every employee at the company had access to (Sobers, 2024). The attacks that are most relevant to this report are ones that can be prevented by managing dependencies and maintaining secure coding practices. Those are attacks like SQL injection, which allows users to write code that directly queries the database, and Denial of Service, in which an attacker will exploit a vulnerability in the code or system configuration to overwhelm the system and cause it to stop functioning, often with the goal of collecting a ransom to stop the attack (Kost, 2024).

**2. Areas of Security**

I think the most important area of security for Artemis Financial is cryptography. Cryptography is the obfuscation of sensitive information through encryption, and in any software application it is important because it secures the transmission and storage of that information. It can also reduce the damage done by an infiltration of the system. If a bad actor gains access to my database and all of my user’s emails and passwords are stored in plaintext, that infiltration has catastrophic cascading security implications for all of my users. That type of exploit is obviously never good news, but if those emails and passwords are encrypted, the damage is at least much more contained. For a company like Artemis Financial that deals with customers’ bank accounts, investments, and likely highly sensitive personal information such as social security numbers, cryptography is absolutely essential.

Other areas of security that are also very important are code error handling and input validation. Secure error handling also helps avoid exposing sensitive information, particularly information that might help bad actors exploit other parts of the application in the future. An example would be errors that show stack traces, code snippets, or database structures. Input validation is important because unfiltered input, even if it is not intentionally malicious, can break the program or unintentionally expose data. For example, when asking a user to input their age, it is not enough to assume that the user will enter an integer. If a user enters 65.3 or ‘sixty-five’ instead, input validations should catch that and prompt the user for the expected type of input rather than continue on blindly executing code that expects an integer, which would lead the program to crash. We also need to consider actively malicious user behavior, such as modifying database queries in SQL injection attacks or adding code to inputs that would be executed and alter the behavior of the application.

The stakes are higher for a financial institution, and responding to an attack after the fact is too late. A 2021 Report showed that companies in the financial services sector “take an average of 233 days to detect and contain a data breach” (Sobers, 2024). Extra time and care should be taken with the above security measures so that vulnerabilities are found as early as possible and exploits are proactively prevented.

**3. Manual Review**

The first vulnerability that jumped out in this code review was that Tomcat, the service being used to set up the server for the project, is using HTTP by default, which is not encrypted and should not be used. Custom configurations for Tomcat should be stated in the *application.properties* file.

Another set of vulnerabilities comes from the combination of error handling and routing. Navigating to the URL endpoint ‘*/read*’ brings up an error message that says, “*Required String parameter 'business\_name' is not present*”. This gives unnecessary insight to users into the internal structure of the application (i.e. that the URL should be structured ‘*/read?business\_name=<name\_of\_business>*’). A malicious user could then take that information and start trying business names that they think may be customers of Artemis Financial. Guessing correctly would expose that business’ information, and because of the lack of authentication for users making requests, there is nothing verifying that a user has permission to view that business’ information. Another related issue is that navigating to ‘*/read?business\_name*’ and omitting a particular business name still returns data from the database, which shouldn’t be possible because a company wasn’t specified.

Finally, there are several dependencies in the codebase that have known vulnerabilities. The version of *Spring Boot Starter Parent*, which is the foundation of this project, has over 140 known vulnerabilities (mostly due to dependencies that it uses) and is more than four years old. Another dependency, *Bouncy Castle Provider* (which is used for implementing cryptographic algorithms) has eight direct vulnerabilities and is more than a decade out of date. Cryptography evolves very quickly, and it is essential to keep all dependencies, especially dependencies that deal with encryption, up to date.

**4. Static Testing**

Below are highlighted the top vulnerabilities found through the static dependency check testing. They are ordered first by severity level and then by the number of Common Vulnerabilities and Exposures (CVE) found. Although the number of CVEs alone is not necessarily the most important metric for determining risk, the difference between a dependency with 27 CVEs and one with 3 still gives a reasonable indication of general priority. These dependencies were selected because they represent either a critical or high risk to the security of our application, and all should be addressed, regardless of their CVE count. It is important to also note that these CVE counts are not necessarily unique, meaning that many dependencies can, and do in this case, share the same CVEs. This list has also not been filtered for potential false positives.

The full list of dependencies with specific details about the CVEs for each one is available in the Dependency Check Report attached as a separate document.

| **Dependency** | **Description** | **Severity** |
| --- | --- | --- |
| tomcat-embed-core-9.0.30.jar | This dependency is the core component of Apache Tomcat, which is designed for embedding Tomcat servers into Java applications. It makes the application vulnerable to Denial of Service attacks and leaks of sensitive information between requests.  CVE count: 27 | **CRITICAL** |
| snakeyaml-1.25.jar | This dependency is used to read and write YAML files, which Spring Boot uses for configuration. Vulnerabilities include Denial of Service attacks and remote code execution.  CVE count: 10 | **CRITICAL** |
| log4j-api-2.12.1.jar | This dependency provides a standardized set of interfaces that can be used to manage logging in Java applications. It makes the application vulnerable to man-in-the-middle attacks and remote code execution.  CVE count: 5 | **CRITICAL** |
| spring-boot-2.2.4.RELEASE.jar | This dependency provides the basic functionality needed to bootstrap and run a Spring Boot application. Vulnerabilities include Denial of Service and temporary directory hijacking.  CVE count: 3 | **CRITICAL** |
| bcprov-jdk15on-1.46.jar | This dependency is a cryptography API, which enables various standard cryptographic implementations, such as encryption, decryption, signing, key management, etc. It is vulnerable to timing attacks, which expose information about the encryption process through observation and analysis of timing data.  CVE count: 20 | **HIGH** |
| spring-web-5.2.3.RELEASE.jar | This dependency provides support for core web functionalities, including HTTP client support, REST APIs, and data-binding in Spring Framework. It introduces a wide number of vulnerabilities that can be seen in more detail in the attached full report.  CVE count: 8 | **HIGH** |
| jackson-databind-2.10.2.jar | This dependency is used for JSON processing in Java applications when converting Java objects to JSON and vice versa. Vulnerabilities include XML external entity and Denial of Service attacks.  CVE count: 6 | **HIGH** |
| logback-core-1.2.3.jar | This dependency provides comprehensive logging for Java applications. Two known vulnerabilities Denial of Service attacks and code execution.  CVE count: 2 | **HIGH** |
| spring-webmvc-5.2.3.RELEASE.jar | This dependency is part of the Spring Framework and supports the development of web applications using the Model-View-Controller (MVC) architecture. Vulnerabilities include the insertion of log entries and the ability to obtain file information through malicious HTTP requests.  CVE count: 2 | **HIGH** |
| spring-beans-5.2.3.RELEASE.jar | This dependency manages the lifecycle of ‘beans’ (objects managed by the Inversion of Control container) in the Spring Framework. This dependency makes the application vulnerable to remote code execution via data binding.  CVE count: 1 | **HIGH** |

**5. Mitigation Plan**

Tomcat can easily be configured to use HTTPS instead of the default HTTP by adding these preferences to the *application.properties* file. This would ensure that all requests to our server are encrypted, which is significantly preferred.

Error handling for the ‘*/read*’ endpoint can be fixed by adding a custom error message that does not include information about which parameters are required for the request. Users don’t need this information because they should never be navigating the application by typing parameters directly into the URL, it is our job as developers to give the users simple navigation options *inside* of the application and to manage which requests and parameters should be sent internally. An even better solution for the user experience would be for an error to never appear at all in this case and for the user to be simply redirected to another page. This gives a better experience for users who are trying to use the application genuinely, because they don’t have to manually navigate back to a functioning page. It also obscures information about the application from users trying to exploit it.

Regarding the personal information exposed when using the ‘*/read*’ endpoint normally, there are a few possible steps to take. First, the business names shown in the URL can be encrypted, so that companies are not semantically connected to their information in the request. For example, instead of a URL that shows ‘*/read?business\_name=TJMaxx*’, a more secure option would be a URL that reads ‘*/read?business\_name=1kj4slkk914z*’, where *1kj4slkk914z* represents the hashed version of the company’s name, which is decrypted in the backend of the application and used to determine which resources from the database to return. This prevents business name guessing and obscures as much information as possible transmitted in the request. The second step is to remove the possibility that a user can navigate to ‘*/read?business\_name*’ without specifying a value for the *business\_name* parameter. This is already done successfully for the ‘*/greeting*’ endpoint on line 16 of the *GreetingController.java* file by adding a default value for the parameter. Implementing the same strategy on line 13 of the *CRUDController.java* file would address the problem, but there is another option. We could also perform a check inside of the *check\_document()* function (defined on line 21 of the *DocData.java* file) that throws an error if the *business\_name* is null. Both of these solutions would prevent user data from being exposed due to incorrectly formed requests.

Another concern is the lack of user authentication, which allows all users to have the same permissions to access records from the database. Users should not be able to access data from companies that they don’t belong to, and having information be available to anyone who visits the site makes exploits by outsiders much easier. My recommendation is to implement a user login flow so that only users who are authenticated can reach any of the application’s endpoints. Using that baseline, we can then verify the user, as well as their specific permissions, making a request to a particular endpoint. This verification logic could go in each of the files that retrieves data based on a request. Some examples of the functions that would use this logic include: *getContent()* inside of *Greeting.java* and *getContent()* and *getContent2()* inside of *CRUD.java*.

Finally, there are the out of date dependencies. Versions for *Spring Boot Starter Parent* and *Bouncy Castle Provider* are defined in the *pom.xml* file (on lines 8 and 30, respectively). If a particular version is being set because of a compatibility issue, the most recent version that is still compatible should be used, and the compatibility issue should be prioritized. The most secure option is to have both of these dependencies running on the latest version to avoid the 150+ known vulnerabilities that the older versions introduce combined. To do so automatically, which is recommended for longevity, lines 8 and 30 can be omitted completely, and the dependencies will always search for and use the latest version when the application is run.

The dependencies listed in the static testing section should also be prioritized for update, because they represent several critical vulnerabilities in the application. I recommend addressing these dependencies in the order given in the sorted table above. The simplest solution is often just to update to the latest version. For example, our most critical dependency, tomcat-embed-core, has 27 CVEs on the version used in this project (9.0.30) but none on the latest version (11.0.1 at time of writing). This is not a perfect indication that there are no security vulnerabilities with this version (because vulnerabilities are found and exploited the longer a version is in use), but dealing with known vulnerabilities is a good first step. That said, we may not always be able to update to the latest version of a dependency for compatibility reasons or be able to guarantee that there will be a version available that has addressed the vulnerabilities. For that reason, an additional step should always be to assess the code of the application itself based on specific implementation and usage. Some vulnerabilities, like SQL injection, can be mitigated in code through proper input validation and parameterization.
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